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Service Description  

Asset Management Service  
 
This Service Description is part of the Services Agreement (as defined in the Services Guide) and describes various 
Services that Cisco will provide to You.  Capitalized terms, unless defined in this document, have the meaning in the 
Services Guide. 
 

1. Summary 
The Cisco Asset Management Service is intended to supplement a current support agreement for Cisco 
Products and is only available for all Product(s) covered under Cisco Branded Services. Cisco will provide 
the Asset Management Service described below as selected and detailed on the PO for which Cisco has 
been paid the appropriate fee. Cisco will provide a Quote for Services (“Quote”) setting out the extent of the 
Services that Cisco shall provide and the period during which such Services will be provided. Cisco will 
receive a PO that references the Quote agreed between the parties and that, additionally, acknowledges and 
agrees to the terms contained therein. 

Asset Management Service is a personalized, consultative engagement that provides visibility into Your Cisco 
assets across the defined scope within Your network. The Service helps You proactively manage Your assets 
to align with Your desired business outcomes. This Service enables You to maximize the value of Your 
technology investments and mitigate security and compliance risks. You will Gain an accurate and up-to-
date view of assets to make informed IT utilization, planning, and budgeting decisions. 

Cisco Asset Management Standard entitles You to cover either Your Cisco Hardware or Cisco Software with 
the Asset Management Service described below. Cisco Asset Management Premium covers both Hardware 
and Software. 

Technical support for licensing technology migrations is out of scope of the Asset Management Service. 

2. Cisco Asset Management Standard 

2.1 Cisco Asset Management Standard for Hardware. Cisco will provide the following: 

• Asset Management Specialist. Cisco will designate a Cisco Asset Manager (“CAM”) to identify the 
Cisco Hardware Install Base (“IB”) under which the activities identified below will be supported. 

 
• Initial IB Reconciliation. Cisco will create a baseline IB. The baseline report is complete once You and 

Cisco agree on the engagement scope. The CAM will perform the following IB reconciliation activities: 
o Review initial IB included as per the defined scope.  
o Compare and contrast the inventory sourced by Cisco with Customer and/or Partner 

provided files.  

https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/Services-Guide.pdf
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o Provide You with a report of the insights and corrections on IB misalignments.  
o After agreement of the IB, make appropriate changes to ensure 100% service coverage to 

the agreed upon in-scope baseline.  
o Analyze opportunities for contract consolidation and co-termination.  
o Maintain a complete repository (“Customer View”) of Your IB. 

 
• Periodic Business Review. The CAM will perform a periodic onsite business review with the 

designated Customer and Partner contacts. Once You and Cisco align on the IB it will be considered 
an agreed upon IB for that moment in time. During the business review, the CAM will: 

o Review the purchase history. 
o Review removals from the network (e.g., Tech-refresh, site consolidations, 

decommissions, etc.).  
o Provide Customer and Partner with a summary view of the changes (e.g., IB and 

entitlement changes). 
o Review opportunities for contract consolidation and co-termination. 
o Validate contract entitlements. 
o Confirm critical assets are aligned to the appropriate locations with the agreed 

service levels per the Services Full Coverage Letter of Agreement (if applicable). 
 

• IB Insights. The CAM will provide during the periodic reviews as they align to Your business outcomes 
and priorities, through a designated Dashboard (e.g., Power-Bi). The Asset Management Service 
provides visibility into: 

o Accurate, comprehensive, up-to-date asset information. 
o Contract optimization. 
o Identification of at-risk products (e.g., uncovered, End of Life (EOL), past Last Date 

of Support (LDoS), etc.)  
o Gain a deeper understanding of assets and provided recommendations to ensure 

the same assets have the appropriate service level coverage. 
o Advise on improvements to IT asset refresh and migration planning. 
o Confirm asset locations are aligned to the collector and/or Customer/Partner 

provided files (if applicable).  
o Track, on an ongoing basis, purchase history to determine IB accuracy.   

 
• MACD Activities. The CAM will perform the appropriate changes to the Cisco IB inventory.  

 

2.2 Cisco Asset Management Standard for Software. Cisco will provide the following: 

• Asset Management Specialist. Cisco will designate a CAM to support You with managing and 
optimizing the purchase, deployment, maintenance, and utilization of Software entitlements. 
 

• Asset Visibility. 
o The CAM will collaborate with You to maintain a complete and accurate view of Your entire 

Software Inventory.  
o Maintain a complete repository (“Customer View”) of all Software entitlements. 

§ Perform/implement a discovery process on a lifecycle basis on all Software 
entitlements purchased, deployed/installed across the network, and establish a 
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validation process with You to agree on the inclusion of those discovered 
Software entitlements.  

§ Promote periodic onsite business reviews (frequency to be validated with You). 
 
• Lifecycle License Management. The CAM will coordinate and assist You with: 

o Coordination with You on the Smart Account (“SA”) and Virtual Account (“VA”) design and 
implementation. 

o Maintenance the SA Strategy and respective license management. 
o Assistance in creating, deactivating, realigning, consolidating, renaming SA and VA. 
o Confirmation that licenses are reflected in correct SA and VA. 
o Assistance on Smart License conversions. 

 
• Insights and Reports on Software. CAM will provide the following insights for compliance management 

assessments: 
o Accurate, comprehensive, up-to-date Software asset information. 
o Visibility on the current SA/VA structure and identify optimization opportunities. 
o Analysis of the software service coverage completeness and renewals landscape. 
o Identification of at-risk entitlements (e.g., EOL), past LDoS, End of Software Maintenance (EoSM), 

OS Conformance, etc.). 
o Identification and optimize Software entitlements usage. 
o Support Enterprise Agreement consumption and reconciliation activities. 
o Identification and reporting on Smart License conversion opportunities.  
o Report list of users and respective roles to each SA and VA. 

 
 

2.3  Cisco Asset Management Premium 

With the Premium offer, You will receive both Asset Management Standard for Hardware and Asset 
Management Standard for Software Service activities and deliverables. 

3. Customer Responsibilities  

• Designate a representative to act as the primary interface with Cisco. This representative will work with 
the CAM to resolve any issues related to the Hardware and/or Software Asset Management Service. 

• Provide necessary information on Hardware and/or Software inventory to the CAM to complete the 
reconciliation process and provide written confirmation of the IB. The confirmed IB will act as a baseline 
for the CAM to identify changes throughout the engagement. 

• Provide regular updates to the CAM on network changes and attend the periodic business reviews. 
• Provide the asset locations to Cisco for Meraki Hardware covered under the Meraki Now Service. 

 
 
 
 
 
 

https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/rma-only-service.pdf
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Appendix 
Please refer to this table for Hardware, Software, and technologies that are excluded from the Asset Management 
Service. This table is subject to change based on availability.  
 

Architecture Devices/Technologies 

Networking 

Actility 
Application Analysis Solution (CAAS) 
Application Networking Manager (ANM) 
Application Oriented Network Solution (AONS) 
Bandwidth Quality Monitor 2.x, 3.x (BQM, BQA, CBQA) 
Blue (CW Blue) 
Calisti - The Cisco Service Mesh Manager 
Catalyst 6000 (Cat6K) 
Cisco Connected Mobile Experience Cloud (CMX Cloud) 
Cisco Quantum SON Suite (SON, QSON, QSPN, QSONSVC) 
Content Engine (FE511) 
Content Switching Module (GSLB) 
CW LAN Management Solution 2.0 or 2.1 (CWLMS) 
Element Management Framework (CEMF) 
Interface Configuration Manager (ICM) 
Meraki * 
MPLS Assurance Manager (MPLS-AM) 
NCS6000 
Network Connectivity Center (CNCC) 
Network Connectivity Monitor (CWNCM) 
Performance Visibility Manager (PVM) 
Routed WAN Management 
Switch Probe 
Traffic Director 
Transport Manager (CTM) 
Viptela 
Wide Area File Services, Content Engine (WAFS CE) 

Data Center 
AutoNotify (ANOT) 
Cisco Network Assurance Engine (Cisco NAE) 

Collaboration 

Assurance Management Solutions (MAS) 
Cisco & Salesforce.com: Customer Interaction Cloud Platform (Cloud) 
Cisco Agent Desktop 7.5 (CAD) 
Cisco Telepresence Readiness Assessment Manager (CTRAM) 
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Cisco Unified Communications Manager Express (CUCME) 
Conference Connection (CCC) 
Configuration Assurance Solution (CCAS, Opnet) 
Digital Media Manager / Digital Media Player (DMM/DMP/DMS) 
Fax Server 
Incident Control System 7750 Unity 
IPTV Server and Content Manager (Streamwatch) 
Jabber, Jabber for Mobile, Jabber Desktop 
MeetingPlace v5.0 (MP v5) 
Mobility Advantage (CUMA) 
Mobility Connection (CUMC) 
Personal Assistant (CPA) 
Prime Unified Monitor, IP Communications Service Monitor, Cisco Unified 
Service Monitor, Service Monitor, IPC Service Monitor, IPSM, CWIPSM, CUSM 
ROSA Video Service Manager 
Scientific Atlanta 
SIP Proxy Server 
Supervisor Desktop for IPCC License 
Unified FX/MigrationFX 
WebEx Enterprise Subscription 

Security 

AppDynamics 
Centri Firewall 
Cisco Stealthwatch Cloud aka Observable Network 
Cloud Email Security (CES) and Cloud Web Security (CWS) 
Duo Security 
Host Intrusion Detection System (HIDS) 
Incident Control System (ICS) 
Ironport - Spam and Virus Blocker 
Kenna Subscription 
PIX Firewall 
ProtectLink Security 
SA 500 Series Security Appliance (SA500) 
Secure ACS for Windows 3.x 
Secure Policy Manager 
Secure Scanner (CSS) 
Security Auditor 
SNORT 
Splunk 
Threat Response (CTR) 
WebVPN Service Module 

Other 
Arc Enterprises 
Demo SW Kit 
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Docker 
Itential 
LiveAction 
NetRounds 
Nuance 
Panduit 
Small Business Support Center (S-TAC) 

 

* Support on Cisco Meraki is available only for Meraki Hardware covered under the Meraki Now Service. For the 
avoidance of doubt, this Service does not support Meraki Software that is covered under the Meraki Now Service. 

 

https://www.cisco.com/c/dam/en_us/about/doing_business/legal/service_descriptions/docs/rma-only-service.pdf

